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WellGate 2424s

CH1 Introduction

2424s Telephony Gateway

The Welltech 2424s is a 24 ports FXS (WellGate 2424s) VolP gateway which
includes 1-WAN/1-LAN (management port) 10/100 base-T network
environment. Field-proven quality of Voice communication and Fax
transmission over IP broadband access network to makes WellGate 2424s to
be an excellent solution for various VolP applications.

1-1 Physical Interface

) Ethernet port (RJ-45, 10/100 base-T)
> 1-WAN port, for connect to router, ADSL modem (ATU-R), or switch
hub directly.
> 1-LAN port, for PC, management or other network devices
connecting.
) Telephony port (RJ-11)
> 24-FXS ports, to connect to analog phone.
) Console port (RS232, rate:115200)
AC power Jack
) Status indicated LED
Indicates Power, Ethernet, Line, SIP and system status

1-2 Environmental

Dimension: 440 x 44 x 262 mm(WxHxD)
Weight: 3.25kg (unit)
Operating Temp. & Humidity
- Temp.: 0°C~45°C (32°F~113°F)
- Humidity: 10%%—~85% relative humidity, non-condensing
Power Input:
- INPUT: AC100V—~240V, 50/60Hz



1-3 Front Panel: LED Indicators

WellGate 2424s

Figure 1-3-1 front panel

LED Description

Power When the power adapter is connected, the LED will light
up green.

Status When system is startup successfully, the LED will light up
green.

Proxy When the gateway is registered successfully to a Proxy,
this will light up green.

WAN This will light up green when the gateway’s WAN port is

physically connected to the public internet. When data is
transmitted through this port, it will flash green.
The default IP of WAN portis 10.1.1.3.

LAN This will light up green when the gateway’s LAN port is
physically connected to a local network (Refer to Rear

Panel section in page number for location of LAN port).
When data is transmitted through this port, it will flash

green.
The default IP of LAN port is 192.168.123.123.
Portl—~Port24 The status LED for FXS port 1-24, this will light up amber

orange when the connected phone is engaged in a
conversation. It will flash amber orange when there is an
incoming call.




1-4 Rear Panel: LED Indicators

WellGate 2424s

Figure 1-4 rear panel for FXS

Item Description

Phonel - Phone24 | The status LED for FXS port 1-24, this will light up amber
orange when the connected phone’s handset is lifted, or
when the connected phone is engaged in a conversation.
It will flash amber orange when there is an incoming call.
(WellGate 2424s only)

LAN 10/100 Base-T RJ-45 socket for LAN port, connects to PC
for management purpose.
WAN 10/100 Base-T RJ-45 socket for WAN port, connects to

wide area network.

AC100V~240V The power socket, input AC 100V~240V, output DC 12V,
6A.

Console Port This port is for RS-232 cable connected , the baud rate is
115200, data bits is 8, parity is none, stop bits is 1, flow
control is none. Normally the port is used for Welltech’s
engineer debug.

Notice: if you want to use it, just could use command
“ifaddr —print” (to display IP address of WAN and LAN port
on screen) or “passwd” (to change password), other
commands are not yet available.

Reset Button Press and hold over 5 seconds to reload factory default
setting, this will erase all existing settings configured on
this gateway.




1-5 QUICK SETUP

Note:

Please use Windows XP IE 6.0 web browser or above version to
configure FXO gateway webpage setting. Welltech products don’t
support other Web Browser such as FireFox to configure.

Login :

Setpl: Setup the administrative PC’s IP address to be same as WellGate
2424s and connect the Ethernet cable into WAN or LAN port. Start IE6.0 (or
later version) to navigate WellGate 2424s web management system by typing
the default URL which is http://192.168.123.123 (through LAN port) or
http://10.1.1.3 (through WAN port). The screen will display User Name
and Password (the default user id is root and user password is root). (See
figure 1-5-1 web access)

Connect to 192.168.17.226 ﬂ

7 53
"11

The server 192.168.17.228 at VoIP Device WEE Management
Center requires a username and passwaord.

Warning: This server is requesting that your username and
password be sent in an insecure manner (basic authentication
without & secure connection),

User name: IE j

Password: I

[T Remember my password

Ok I Cancel

Figure 1-5-1 web access

Step 2: After login, the screen shows the Home page of WellGate 2424s. (See
figure 1-5-2 Network configure-1)


http://192.168.123.123/

N5 Servert ¢ 16658511

OMS Smrvard | 166192112
VOIE VAR ; Lnable @ Dastie
VOIP VLAN ID{7-4094) =

VOUP VLAN Priunty |

e ¢ Munsgamans @ naT O Bndga

10 Addrees ¢ 192 168173173

Metmank ¢ 2552850350

DS [CymDHSE] « Enable @ pastie

[ ooty ] Gonced |
Figure 1-5-2 Network configure-1

Change Default IP Network:

Step 3: After successfully logon to the system, we need to change the
network configuration. Click Device Setting > Network to setup the service
network interface (WAN) parameters. Enter the deserved IP address, netmask
and default gateway or selected to “DHCP” or “PPPOE”. Apply the change by
clicking button as fig (See Figure 1-5-3 Network configure-2).

Note: If Gateway WAN port are setting in the 10.x.x.x segment, please make
sure that you also change the LAN port to other segment such as 192.168.x.x

Trtmarh e Advame usar Lagin Ereluy Event Hutice Provismning sHre

1 Aadidress o =g
eRal

Matmank ¢ 285.285.2856.0

Default Gatewsy 1011258

N5 Servert ¢ 16658511

OMS Smrvard | 166192112

VOIE VAR ; Lnable @ Dastie

VOIP VLAN ID{7-4094) =

VOUP VLAN Priunty |

teoda : Manipamans @At O Bdga

10 Addrees ¢ 192 168173173

Metmank ¢ 2552850350

DS [CymDHSE] « Enable @ pastie

[ ooty ] Gonced |
Figure 1-5-3 Network configure-2



Change Default Time setting:

Step 4: When re-logon to the new IP address, the next is to setup the system
time zone. Click Device Setting > Time to setup the system. Enter the
current SNTP server, time zone and daylight saving parameters. Apply the
change by clicking button. (See figure 1-5-4 Time setting)

SO .. EEETUNER seee | iris | pues | Srsthetse | e Py
Curcast Tima: 2012/12/28 D.01123
MAT Satting (B
WIT Tima Sarer 168.95.155.12
voIP setting @
WIE afrash Tutarval(sack: 3200

VOIF Advance (@)

Tima Tans! GHT

Diating Flan & Daylgh Saving ¢ Var . B we

Pe—

st Trunk (B

Raute Plan (£
saatus (£

Maintenamee (1

Figure 1-5-4 Time setting

Modify SIP Account Parameter:

Step 5: The next step is to add a SIP trunk for VOIP calling. For WellGate
24240, it is necessary for VOIP calling while WellGate 2424S is optional. Click
SIP trunk and new to create the required sip trunk. Enter the trunk ID to 1
and input those SIP parameters. Apply the change by clicking m button.
(See Figure 1-5-5 SIP Trunk).

Note: please don’t delete sip trunk, even it is unless at all, because it have to
be used with Route plan.

| megimtertyee | mine |

Bagizter 0700123123 83.068.10.247

[iew §| Frport | imoor Rt i p—, |

Dialing Phan &
xS Setting (@

Moute rlan

Figure 1-5-5 SIP Trunk

Modify FXS SIP Settings: (WellGate 2424s only)

Step 6: Set the SIP proxy server for FXS calling. For WellGate 2424s, the all

FXS ports are using the same SIP proxy setting. If you need use different SIP

proxy server, please use SIP trunk instead. Click FXS Settings > SIP Proxy to
9



set the dedicate FXS SIP proxy server. (See Figure 1-5-6 SIP Proxy)

rrsvne [T caberio thers
Do ¢
Frimary Proxy Server: .1z
e 5060
Disling Pian @ Tty Gy
@ Outhaund Prwy Gerver Ports 5060

S1P Trunk @ Primary Svoxy Server Kiap Advat
Route Plan & Kawp Alivs Tum [sac:
stats (11 Secondary Prosyi
Sacandary Proxy Senvar:

Maintenance (£

arandary Drnwy Sesvar Narty
Secondary Dutbound Proxy Server:
Secondary Dutbound Proxy Server Part:
Reginter Expires

Secondary froxy Servar Kaap Alve

e Al Tiores [

Figure 1-5-6 SIP Proxy

Step 7: Setup each FXS line’s parameters by clicking the line ID from FXS
settings > FXS Line. Modify the SIP register information and apply it.

Figure 1-5-7 SIP Proxy )

519 Proxy Cabar 10

Bevice satting @

HAT Setting @
VOIP Setting @)
VOIP Adva

Diating Pan &

SIP Trunk @&

Figure 1-5-7 SIP Proxy

Enable @ Dissble

Enable @ Duable

Enabie Cirakly

Cthars

T T — ot ine 110

FrTes

Soft Reset WellGate 2424s:

Step 8: After modify basic setting. It is required to reset WellGate 2424s.
Click Maintenance > Maintenance > Soft-Reset or Reboot to take effect.

Apply the change by clicking button. (See Figure 1-5-8 Quick-Reset)

10



Device Setting @)

NAT setting @

wair sceting @

X5 Setting (3
s Trunk )

Roule B

Figure 1-5-8 Quick-Reset

Check WellGate 2424s Registered Status:

Step 9: After soft-reset or reboot.
>Click Status = SIP Trunk Status to check whether registered or not. (See
Figure 1-5-9 SIP Trunk States )

S Owvie Statws | Line Stalus

r—
9700123123

voiR Setting (B

e adv.
Dialing Pla
x5 setting &)

stp Trunic ()
Route Plan ()

Hamtenance £

Figure 1-5-9 SIP Trunk States

>Click line status to check whether registered or not. (Figure 1-5-10 SIP
Trunk States)

vorP setting @

Figure 1-5-10 SIP Trunk States
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Through the above settings, the WellGate 2424s should able to do the
following:

For FXS (WG24245S):

1. The user can pick up the handset and hear dial tone. Call out and talk.

2. For VOIP incoming call to a dedicate FXS number, the dialed phone will ring
and can answer to talk.

12



CH2 Device Settings

From this setting category, all devices related parameters can be found here.

2-1 Network Configuration

> Network

VRS Gatting

Bt Eatmray 1 192168 16.254
3 DNE Serverd s 1889511
Route Plan ()
LT 18695192 1
Status (1
| vorevan, Enable B Duabie

[rr—

VLR VLAN 10[2-4094) 1

VTR VLAN Prissity

| DONS {Eryn D) Sutting ¢

[ ooty ] Cancel |

Figure 2-1 network setting

Parameter Description:
WAN Setting:

Network Type: support “Fixed IP”;”"DHCP”;”PPPOE”

IP Address: IP address

Default Gateway: Default gateway

DHCP Tag (option 60): input Vendor class identifier or not.

DHCP Tag (option 61): input Client identifier or not.

DNS Serverl: Primary DNS Server IP network

DNS Server2: Secondary DNS Server IP network

VOIP VLAN: Enable VOIP VLAN or not. When enable VOIP VLAN, the
WAN port can be only accessed by VLAN. If it is required to manage the
WellGate 2424s, Administrator can use LAN port instead.

® VOIP VLAN ID(2-4096): VLAN ID Used

Note: the default WAN IP address is 10.1.1.3.
13



LAN Setting:

Management mode: This LAN port is used for management purpose,
not used for register or routing.

NAT mode: DHCP function on the LAN port. The LAN ports will function
as a DHCP server, network devices connected to them will be issued with
IP addresses. (On the lift item will add a NAT setting, the information
please refer NAT setting)

IP Address: IP address (please set to 192.168.x.x if your WAN port is
using 10.x.x.x IP segment).
Netmask: IP network mask

Bridge mode: At this mode, both WAN and LAN ports are configured to
Switch/Hub features. LAN port access to WAN port directly.
Note: default LAN IP address is 192.168.123.123

DDNS (DynDNS) Setting:

DDNS (DynDNS): enable or disable dynamic DNS feature.
Domain Name: input your Domain Name

User Name: input your user name

Password: input your password

14



2-2 Device Time Setting

WellGate 2424s support SNTP with time zone and daylight saving.

Device Setting > Time

e notweet TN sdueree sertogn | Dabog | Evest et | proviionies

PR [P
R —
NP Time Servaes 152.95.192.1

vaiP setting @
NIE Hafrah Intarvaisac: 3000

VOIP Advance )

Ty Zoass o
Dialing Plan (8 Daylight Saving : - ™

FES Setting (5 Dharplight Bisss 400100 -

1P Trisnk G Darylight Start s Morth 1 . ek Duy |

Route Flam G Aoty Weals | 1 - e

Figure 2-2 Time setting

Parameter Description:
® Now: Current Time (display only)
® NTP Time Server: SNTP time server

® NTP Refresh Interval(sec): The frequency to sync NTP server in

seconds

® Time Zone: The time-zone WellGate 2424s is located.

€ Standard: Use a predefined standard time zone
€ Customize: Use a user defined time zone

® Daylight Saving: Auto adjust daylight saving timer or not
® Daylight Bias: The offset added to the Bias when the time zone is in

daylight saving time

Standard $tart | [e—"y - Weak Dy +

® Daylight Start: The date that a time zone enters daylight time

4 Month: 01 to 12
€ Week Day: Sunday to Saturday

€ Apply Week (Day:01 to 05, Specifies the occurrence of day in the
month; 01 = First occurrence of day, 02 = Second occurrence of

day, ...and 05 = Last occurrence of day)
@ Hour: 00 to 23

® Standard Start: The date that a time zone enters daylight time

4 Month: 01 to 12
¢ Week Day: Sunday to Saturday

€ Apply Week (Day:01 to 05, Specifies the occurrence of day in the
month; 01 = First occurrence of day, 02 = Second occurrence of

day, ...and 05 = Last occurrence of day)
4 Hour: 00 to 23

15




2-3 Device Advance Setting

> Advance

& Hetwark Tiene  Advamcs User Login Debug Evant Matice Provisiening EHMP

NAT Setting @)
varr s ) [ e
vair advance
Diating Fan &

Fxs setting (5

SIP Trunk @

Route Man (£

Figure 2-3 Advance setting
Parameter Description:

HTTP Service: The Administrator Web service port (the default is 80)
HTTPS Service: The https web service port (the default is 443)
Telnet Service: The telnet service port (the default is 23)
HTTP/HTTPS Service access on WAN: When click the disable option;
The WEB service will be rejected on WAN port, so please be careful with
this function. If you wanted to enable WAN port again, you need to
access this device from its LAN port to connect to WEB pages and enable
WAN port.

16



2-4 User Login Setting

Three level of users can be used, administrator, supervisor, user. Each level of
users will have different predefined access level.

>User Login

Hetwark Tima Adwance m Dehog Fwent Natice Frovisioning SHHE

NAT Setting @)
e 10 root

VOIP Setting (B

woir Advance (5

Dialing Flan @ Langmagas English -

FXS Sctting ()
s1P Trunk (5 Uiner 100 adiv
Route Plan T} Paseword:

statan & Cambirm Pascwart:

rntenence 5 AR e 3

[ Avely [ Gance ]
Figure 2-4 user login setting

Parameter Description:

® Administrator: The administrator level user which has full access of
WellGate 2424s.

® Supervisor: The supervisor level user which has limited administrative
access right.

® User: The user access right which only allows to setting some user

related features.

User ID: Login User ID

Password: Login Password

Confirm Password: Confirm new password again

Language: The web page language used when the account login. To add

a customized local language, please contact Welltech.

17



2-5 Debug Settings

WellGate 2424s provides the real time debug to syslog or through telnet interface. It
generates the debug information based on debug level and modules. Since the
generating debug will consume system resource, it is recommended to turn on only for
necessary and under Welltech FAE’s instruction.

ENMR

Debug
[ Tim, Ad fr™
Bl |
HAT Setting @ et Module:
vorr seiing @ L]
Wi Advance & o i
Dialing Pian @ Lemridicia
Fas Setting ) oL
s19 Trunk () it
e Lovet:
Reute Plan
W e
anaras 0 [
wmncte:
Uelres Level
ST
Chack for ptart from Any Tima:
Syaboy BLarL(Y TYY /19100 M
Syaleq StopLYYYY /MM OO MM
Byabes Bervary
Srabog Ports
0 Dabugi
BED Captars Baruars
RSP Capturs Port:

Figure 2-5 Debug setting

Parameter Description:

] o Masasge Othar

® SYSLOG: Enable or disable to send system information to SYSLOGD

server or not

® Check for start from Any Time: Always Send: Always send syslog
or only during a specified time range.

® Syslog Start (YYYY/MM/DD HH:MM): Always Send: Always
send syslog or only during a specified time range.

® Syslog Stop (YYYY/MM/DD HH:MM): The syslog stop sending

time.

Syslog Server: Syslog server IP address
Syslog Port: syslog server service port (default is 514)

DSP Capture server: Syslog capture server IP address

°

°

® DSP Debug: Enable or disable to send DSP information to capture log
°

°

DSP Capture port: syslog capture server service port (default is 50000)

18



2-6 Event Notice

WellGate 2424s can send Syslog Event Notice when it had the following cases:
1. Register Failure or re-registered
2. FXO is plug or unplug
3. Ethernet reconnected
4. System started

P Tima Advants Usar Login oebus  [IITITEE  Frovissoning rne

Cimabls & oissbia

HAT Settng ()

vOIF setung (@

VOIP Advance (@)

Dialing Man §)

X5 Setting ()

KIP Trunk 1)

Route Plan (E)

Figure 2-6 Event notice setting

® SYSLOG: Enable or disable to send system event to SYSLOG
server or not

® Syslog Server: Syslog server IP address

® Syslog Port: syslog server service port (default is 514)

19



2-7 Auto Provisioning

The WellGate 2424s can be provisioned by WellEMS 9510 for large deployment.
Please contact Welltech for availabilities.

>Provisioning _
= Matwark [ advance Uner Login Uabeg [OVILEl Provissning | e

[rr—

VOIP Setting )
voue adeance

Dialing Man (5

¥xs setuny

SIP Trunk (3

NAT Setting ()
VOIP Setting )

woIP Advance B

Dialing Plan (5

FXS Setting (@
10 Trunk ()

Route Flan (3

Parameter Description:

(This function is not available yet for WellEMS 9510)

® EMS: Enable auto provisioning service by WellEMS 9510 or not.

4 Enable: Enable the service and use manual configured EMS server
parameters.

& Disable: Disable the auto provisioning service.

4 Discovery: To automatically discover the EMS server or not. By
using this mode, WellEMS 9510 need to be the same IP network in
order to make the IP broadcasting work.

® EMS Discovery Port: WellEMS 9510 service auto discovery

20



broadcasting port (default is 61005).
® EMS summary refresh interval: How long the WellGate 2424s
will report its summary status to WellEMS 9510 in seconds.
® EMS IP address: The WellEMS 9510 server IP address
® EMS Server Port: The WellEMS 9510 Server port
® Data Encrypt:
Disable: disable encryption function.
Welltech encryption: Enable Welltech proprietary encryption for SIP
signaling and RTP. It is required a Welltech SIP proxy server (WS6500 or
SIPPBX 6200) to work with this feature. When enable it, you can hide
your VOIP traffic from ISP’s monitor.
External encryption: for custom encryption, it is valid now, if you want
add the function to mach your proxy, please contact with Welltech’s
sales.

Select Http:
This feature is for feature usage only.

- [ =y e g T ner togin Dobem | BrentNistics —— e
& =

Eravisioning Type: HTTP -

MAT Setting (@)
HIT® Comfig URL:
VOIP Seiting )

Rafrash Interval (minutal:

wOIP Advance (B

User 10
Dialing Pan &)

Eassword:

S Setting (8

Figure 2-7-3 Provisioning type of Http

® Http config URL: internal used only

® Refresh interval(minute): interval to check whether have a new
configuration/firmware or not in minutes

® User ID: specify the login id for http authentication

® Password: specify the password for http authentication

21



2-8 SNMP

Natwork Timva Advanca Uaar Login Dabug Lyant Motica Brovaioning

HAT Setting () e p— & Enabin O Dinable
VOIP Setting (5 Read Only Community Mamas © sl
vour Advance @) Head Write Commanity Name | private

Dialing Plan & SHHP Agenl Access wn WAH: @ ensble O Duabile

rxs Setting )
L Any Address -

SIP Trunk (&

1P Address o Specty an [P Address
Specly a Subnet
Rroute Plan & Ll

stotes (1 Wsmeve |

! SRMP Trap i R N
[T —— # @ enatle Ooamabie

Commanity ¢ public

[y [ e ]

Figure 2-8 SNMP

SNMP Agent:

® SNMP Agent: Enable SNMP or not.

® Read Only Community Name: The community name to read
through SNMP protocol

® Read Write Community Name: The community hame to read and
write through SNMP protocol.

® SNMP Agent Access on WAN: Enable SNMP to be accessed
through WAN port or not.

Trusted Peer:
® Type:
€ Any Address: Any address can retrieve the SNMP
information.
€ Specify an IP Address: Only the IP address listed can
retrieve the SNMP information. Normally, it will be the SNMP
manger IP address.
€ Specify a Subnet: Only the network specified can retrieve
the SNMP information.
® IP address: The IP address for a trusted peer
® Subnet Mask: The network mask for a trusted peer

SNMP Trap:
® SNMP Trap: Enable SNMP trap or not
® Destination: The IP address for SNMP manager to receive the SNMP
trap
® Community: The communicate name for sending the SNMP trap

22



CH3 NAT Setting

The WellGate 2424s can support NAT, 2 ethernet leg (gw) or bridge mode.
Here are the settings for NAT related service.

3-1 DHCP Ser. (DHCP server)

Deutcn Setting @ DWER Sev. U Bandwith UL Filter £ Filter AL Filler App Filter art Hilter Pt Fwd.

DIOCP Servar 1 @ rratia ) Disatie
&
Eliark Range Shart 18

VOIF Sesting @

Chant Rangs End 16
vorP advance (@ Deloult Eatamays
Oiatirg vhan @ Submank:

Fx8 Settimg B BNE Berver 1

1P Trunk @ DR Sarvar 2

Route Plan (@)

Figure 3-1 DHCP server

DHCP Server: Enable DHCP server or not.

Client Range Start IP: specify DHCP client lease start IP
Client Range End IP: specify DHCP client lease end IP
Default Gateway: specify the default gateway
Submask: specify the submask.

DNS Server 1: specify the DNS server

DNS Server 2: specify the DNS server

23



3-2 UPNP (universal plug and play server)

s (TR candwois | chiedie | ioriter | machher | Apbiier | betrme | pomswi

UPnP Sarvar: Grabte ¥ Caatis

VOIP Setting @

VTP Advance ()

Dialing Ma

Fxs Seting &

Figure 3-2 UPnP

® UPNP IGD: Enable UPNP server or not.

3-3 Bandwidth (Bandwidth Control)

By using bandwidth control feature, the user can manage the traffic based on
their needs.

Deviee setting @
&

wanp sntting &
VNP Asdwancn @
wisling Blan @
s setting @)
stp Trunt @

Rowta Plan @1

Status (1)

Haintenance &)

Figure 3-3-1 Bandwidth control

Bandwidth Control:
® Bandwidth Control: enable bandwidth control or not.
® Download Bandwidth: specify total bandwidth for download (unit:
kbps). 0 indicates no limitation.
® Upload Bandwidth: specify total bandwidth for upload (unit: kbps).
0 indicates no limitation.

Maximum Bandwidth and Reserved Bandwidth:
® Setup Method: bandwidth control method, percentage or specify
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the required bandwidth
> percentage : total bandwidth
€ priority 1: highest priority percentage
€ priority 2: Normal priority percentage
€ priority 3: low priority percentage

Device Setting @

=]

VOIP Setting @

Brseity 1 - Desenksad ¢ Mazdmum 0 Mece Hasered 0 Kpn
Drasity 1 Dawndaad 1
Braseity 1 Uplosd ¢
Prineity 7 - Uplasd £

Fracity 3 - Uposd ¢

i Comtrul Ut 4

Figure 3-3-2 Bandwidth control

> specific :
€ priority 1 — Download: highest priority download bandwidth
€ priority 2 — Download: normal priority download bandwidth
€ priority 3 — Download: low priority download bandwidth
€ priority 1 — Upload: highest priority upload bandwidth
€ priority 2 — Upload: normal priority upload bandwidth
€ priority 3 — Upload: low priority upload bandwidth

R Camtrnl List

vevice seng @

VOIP Setti
ware ad
Ealing L

[E T

Route Plan &)

Stotus 4
Maintenanee (L

Figure 3-3-3 Edit control list

In order to set which target is belonged to which priority, the following is the
setting method for target’s priority.
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IP Target

Device Setting @)

=
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Figure 3-3-4 IP Target 1
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Figure 3-3-5 IP Target 2

® Priority: Priority value for the target

® Type: The target type is set to IP

® Configure Type: unique IP or a range of IP address
> Unique:

4 IP Address: the IP address to be set
> IP Range:

€  Start IP: The starting IP for a range

€ End IP: The stopping IP for a range

Port Target

Ereate Contrel List

Erianty | 1
Ty Part -

ware settang @)
Configurs Typs : # unices | Port Rangs
Part 1 none

[4o0ty [ cancel Jaack]

Figure 3-3-6 Port Target

® Priority: Priority value for the target
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® Type: The target type is set to port number

® Configure Type: unique port number or a range of port number
> Unique:

€  Port: the port number to be added

€ Protocol: protocol for the port
> Port Range:

€  Start port: the starting port number

€ End port: the stop port number

€ Protocol: protocol for the port range

Application Target

[ L -
Trpe Application =
Application Select...

et = -
100bao (100bac - & Chinese P2P Program)
apulepuce [Apple Jurce - P2P fieshanng]

ares (Ares - D30 Mleshary

bittarrent [BRtomant - B39 blesharing. Ex: BT)

directconnet (Direct Cornect - P2P fleshanng)

edonkey (ebonker2000 - PP flesharing)

fazttrack [FastTrack - PP flesharning)

fto (FTP - File Transfer Protocod])

onutella (Gnutela - F2F filesharng. B foxy)

webougy (Geluogy - a Korean P2P protocd)
NEtp (MTTE - HyparTest Transtar Protacsl)
¥ugao (Kuggo - 3 Chinese P3P program)
msn-filetranstes (M file transter)
msnmessenger (MSN Messenger)

pote (POCD and PRIES - Chinese PIP filesharing)
pon3 (FOPI - Post Office Protocal virsion 3)

aq (Tencent QO protocol)

e (Real-Tene Transport Protocal)

B0 (SesRian Inmaten Protoeel)

siyneout (5kvpa to Phona)

siypesoskyne [Skype o Skpe]

smitg (SHTP - Simple Mail Transfer Protocol]

yahoe [vahoo Messenger)

Figure 3-3-7 Application Target
® Priority: Priority value for the target
® Type: Application
® Application: the list for the application

DSCP target

Create Cemtral List

Dialing Plan
Fxs Setting B
1P Trumic @

Route Flan (&)

Stanss (1)
(

Maintenance (L

Figure 3-3-8 DSCP Target
® Priority: Priority value for the target

® Type: DSCP value
® DSCP: The DSCP will be mapped to the priority
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The WellGate 2424s support firewall features as below.

3-4 URL Filter

pevice sotting @ [IELEEES sanimers [EETETIRNN  orier | machiier | Appbiter | pectriia | bociswt

AL Pl ¢ Erable @ Diatia | Aty |

VOIP Setting (8

VOIP Advance (8

Route Plan (£

Status (&

Maintenance (1

Figure 3-4 URL Filter

® URL Filter: the specified url will be blocked

3-5 IP Filter

SRS i pres esias | s viens (IR snrrace | epvmi | boemien | mesed

18 iltar s nable & isable | ARPIY |

&
VoI Setting &

VOIP Advance @)

DHaking Flan (B

s1P Trunk (8

Route Plan (&)

Figure 3-5 IP Filter

® |IP Filter: The specified IP address to be blocked
® |ocal IP address: The LAN side IP address to be forwarded
® Protocol: TCP, UDP or both are used for port forward
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3-6 MAC Filter
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SIP Trunk &
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Status
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Figure 3-6 MAC Filter

® MAC Filter: The MAC address to be blocked

3-7 APP Filter
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o (FTP - File Transfer Protocal)

anutells (Grutels - PP flesharing. Ex: faxy)
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|popd (PORI - Post Clfion Protocol verman 1)
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|skypetosiype (Skype to Skype,
|smkp (SMTP - Simple Mail n'm’hrr Pratocal)
|yahoo [Yahos Messenger)

Figure 3-7 App Filter

® APP Filter: application to be blocked
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3-8 Port Filter

Ducpin. | uene | testwan | umirww | iorwer | wacrmer | apormer (TR oo rea.
Eabte ) Cisable [ADBH.|

TP v [ Apply | Cancel |

Device Setting (@
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ROTH

xS Setting &

s1F Trunk (&

Figure 3-8 Port Filter
® Port Filter: enable port Filter or not.
® Port Range: Starting and stopping port to be forward. If you are

using only 1 port, please set the starting equal to stopping port.
® Protocol: TCP, UDP or both are used for port blocked.

3-9 Port Fwd

The WellGate 2424s support port forward feature as below

Omee v, upne banwth | umirste | iorme | wacrme | asoresr | sorrwer (EESCTETRN
Part Farmard ¢ Erabls @ Dimsbie | ADDlY
L e | et Local It Adiress Local ot

TP v Apply || Cancel

S1P Trank @&
Route Plan (£

Status (5

Haintenancs G

Figure 3-9 Port Fwd

® Port Fwd: enable port forward feature or not

® Port Range: Starting and stopping port to be forward. If you are
using only 1 port, please set the starting equal to stopping port.

® Protocol: TCP, UDP or both are used for port forward

® Local IP address: The LAN side IP address to be forwarded

® Local Port: The LAN side port to be forwarded. If you are using the
port range, this port indicates the starting port.
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VOIP Parameters Setting
SIP Parameters:

CH4 VOIP Setting

4-1 SIP

Davica satiins @ AT tone AT traversa !
| sansicn teser: Erable & Disable
HAT Setting (B
Bassion Expires{sech
&
Hin SE{wec]:
ce @
voIP Advance @) e N
wiatiay Plan @) i 16 Local Pert 1040
P Setting (0 | a0 us ryme Mane
S1P Trunk (&) j Accapt Praxy Onbys #var Omo

Figure 4-1 SIP setting

Parameter Description:

® Session Timer: Enable session timer or not (RFC 4028)

® Session Expires (sec): This is the setting of initial session timer
expires time according to RFC4028 - Session Timers in the Session
Initiation Protocol.

® Min SE (sec): The minimum session timer allowed when receiving a
call with session timer value according to RFC 4028.

® PRACK: Enable provisioning ACK or not (RFC 3262)

4 None: Disable PARCK

€ Supported: When select this mode, 100rel will be added to the
support list. It indicates WellGate 2424s can support the PRACK but
not mandatory.

€ Require: PRACK is mandatory required.

® SIP Local Port: The SIP local service port (default is 8080)

® SIP Qos Type: Quality of Service Type for SIP signaling

- None: Not using QOS Tag and not enables QOS.

- DiffServ: Differentiated Services Value. Input DSCP value 0-63 for
DSCP

- TOS: Type of Service which include IP precedence value and TOS.

® Accept Proxy Only: Only accept the call coming from the SIP
proxy.Not accept peer to peer call at this mode.
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4-2 Audio
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Figure 4-2 Audio setting

Codec 1—5: The preferred codec priority
G.711u Payload Size: G.711 u-Law payload size
G.711a Payload Size: G.711 A-law payload size
G.729 Payload Size: G.729A payload size
G.723.1 Payload Size: G.723.1 payload size
Bit Rate: G.723.1 bit rate used
¢ 5.3K bit rate is used
€ 6.3K bit rate is used
Codec Priority: Selection order to match the remote SDP for codec
selection.
Local SDP Order: Use local SDP order to match codec
Remote SDP Order: Use Remote SDP order to match codec
® DTMF Relay:
In-Band DTMF: use inband DTMF instead of out of band.

RFC 2833(fall back to SIP-INFO): Use RFC 2833 if the SDP
negotiation could be done. Or use SIP INFO for DTMF relay.

SIP INFO: Use SIP-INFO DTMF relay

RFC 2833(fall back to Inband): Use RFC 2833 if the SDP
negotiation could be done. Or use inband DTMF transmission.
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Silence Suppression:
Enable: Start the voice activity (silence) detection when detect
silence for 60 seconds, it will hang up the call (For FXO use)
Disable: Send silence packet as normal voice packet (no silence
detection)

RTP Basic Port: The RTP starting port. Each channel will be add
additional 10. For example, the RTP basic port is 16384, thus call 1 will
use 16384 while call 2 will use 16394 etc.

RTP Qos Type: IP QoS tag for RTP stream
DiffServ: The differentiated service QoS tag will be used.
Input DSCP value 0-63 for DSCP.
TOS: Type of Service which include IP precedence value
and TOS.
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4-3 Tone

The setting page is used to setup the tone to be generated or detected. The
detected tone is the Disconnect 1 & 2 (for FXO use) and the others are for
generating (when FXS received the “bye” from IP side or waiting time
out by analog phone which keeps handset pick up, it will send busy
tone to analog phone). The disconnect tone is very important for PSTN
status supervision.

Device Setting @ Audie tm NAT Travarsal

HAT Sctting )
mmmmmmmm

o

VOIP Advanee (@)
Cadence W (350 230 1 11 1000 100

o
o
Dialing Plan
- Bing Back Cadence v 440 480 13 13 1000 2000 o
620 1 500 5 o

Fa0 Seing ()
SIP Trunk (8
Route Plan (5

Status (£

Maintenance (1)

gligigigigigigigicl

- 7 .
1
§

Figure 4-3 Tone setting

Please use Country Template to select the country profile which will be applied.
Click Use to load those country tone parameters to system and change if
necessary. For those countries are not showed in the list, please select a
closed country and edit to match your country. You can send an email with the
tone definition to Welltech if you would like to put your country into the list.
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4-4 NAT Traversal

The WellGate 2424s support the following NAT traversal methods

Device Setting @)

AT Sotting (@)
@
wouE Advance (5

Dialing Man (&)

xS Seting )

SIP Trunk (£

Behind HAT

Figure 4-4 NAT Traversal

® NAT Traversal:

4
*

Disable: Disable NAT traversal features

STUN (Type 1,2): Enable STUN for NAT traversal. Since

STUN can be used only for type 1 and type 2 NAT server, it is

recommended to use this option. When STUN client detect

the used NAT is type 3 NAT, it will stop the STUN feature.

< STUN Server: STUN Server IP address

STUN (AID): No matter which NAT type server are used,

STUN is always to be used for NAT traversal.

< STUN Server: STUN Server IP address

UPNP: Enable UPnP client for NAT traversal. Please note that

the IP sharing box need support uPnP feature.

Behind NAT: Use DMZ for NAT traversal

< IP Sharing Address: public IP sharing address. You
need to specify the port mapping or DMZ for all
required port.
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CH5 VOIP Advance

5-1SIP
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Figure 5-1 SIP

Parameter Description:
® SIP Hold Type: SIP on hold message sending method.

L 4

4
°

Send Only: Set the SDP media to sendonly when send an on-hold
SIP message.

0.0.0.0: Set the SDP connection to 0.0.0.0 when send an on-hold
SIP message.

Inactive: Set the SDP media to inactive when send an on-hold SIP
message.

SIP Compact Form: Enable SIP compact form or not. When enable
this feature, the connected SIP proxy is required to support compact
form.

Session Refresher: Who will send dialog keep alive message
(re-invite or update).

UAC: User Agent Client will do the refresh (default setting)

UAS: User Agent Server will do the refresh

SIP T1 (msec): T1 determines several timers as defined in
RFC3261. For example, when an unreliable transport protocol is
used, a Client Invite transaction retransmits requests at an interval
that start at T1 seconds and doubles after every retransmission. A
Client General transaction retransmits requests at an interval that
starts at T1 and doubles until it reaches T2. (Default Value: 500ms)

**
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SIP T2 (msec): Determines the maximum retransmission interval
as defined in RFC3261. For example, when an unreliable transport
protocol is used, general requests are retransmitted at an interval
which starts at T1 and doubles until reaches T2. If a provisional
response is received, retransmission continue but at an interval of T2.
(Default Value: 4000ms) **

SIP T4 (msec): T4 represents the amount of time the network
takes to clear message between client and server transactions as
defined in RFC3261. For example, when working with an unreliable
transport protocol, T4 determines the time that UAS waits after
receiving an ACK message and before terminating the transaction.
(Default Value: 5000) **

Invite Linger Timer: After sending an ACK for an INVITE final
response, a client cannot be sure that the server has received the
ACK message. The client should be able to retransmit the ACK upon
receiving retransmissions of the final response for this timer. This
timer is also used when a 2xx response is sent for an incoming Invite.
In this case, the ACK is not part of the Invite transaction.

General Linger Timer: After a UAS sends a final response, the UAS
cannot be sure that the client has received the response message.
The UAS should be able to retransmit the response upon receiving
retransmissions of the request based on this timer.

Cancel General No Response Time (msec): When sending a
CANCEL request on a General transaction, the User Agent waits
cancel General No Response Timer milliseconds before timeout
termination if there is no response for the cancelled
transaction(Default Value: 10000ms).**

General Request Timeout Timer (msec): After sending a
General request, the User Agent waits for a final response general
Request Timeout Timer milliseconds before timeout termination (in
this time the User Agent retransmits the request every T1,
2*T1,..T2,..milliseconds)**

Cancel Invite No Response Timer (msec): When sending a
CANCEL request on an Invite request, the User Agent waits this
timer before timeout termination if there is no response for the
cancelled transaction.

Provisional Timer (msec): The provisionalTimer is set when
receiving a provisional response on an INVITE transaction. The
transaction will stop retransmissions of the INVITE request and will
wait for a final response until the provisionTimer expires. If you set
the provisionTimer to O, no timer is set. The INVITE transaction will
wait indefinitely for the final response.

First Response Timer (msec): When sending a request out, the
User Agent waits this timer for any response received from UAS. If
timer is expired and no any SIP message is received, the User Agent
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will think the request is failed. The default is 5 seconds.

® MWI Subscript Expires (sec): You can Enable or Disable the MWI
subscribe. The default is 600 sec. If a new voice mail is arrived, the
stutter tone will be used instead of regular dial tone. This feature is
dedicate to FXS only.

® Line Congestion Code: when callee's end system was contacted
successfully but the callee is busy and does not wish to take the call
at this time, the system wills response the code, default is 600.
(FXO use)

® SIP-Info Flash Mode: when you enable the feature, system will
make flash key to send SIP message by sip-info.

5-2 Audio

The setting page includes the device related audio settings.
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Figure 5-2 Audio setting

® RFC 2833 Payload Type: 96 or 101. It is recommended to use 101.

® DTMF Send On Time(msec): When generate DTMF, the DTMF on
time will be send (default value is 70 ms)

® DTMF Send Off Time(msec): When generate DTMF, the DTMF off
time will be send (default value is 70 ms)

® DTMF Detect Min on Time (msec): The minimum DTMF on time will
be processed as a regular DTMF event. Smaller than it will be ignored.
The default value is 60ms.

® DTMF Detect Min off Time (msec): The minimum DTMF off time for
the same DTMF value. Smaller than it and the new DTMF digit is the
same as previous one will be handled as 1 digit only.
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DTMF Relay Volume: The DTMF relay volume

T.38 Fax Volume: The T.38 fax relay volume

T.38 Redundant Depth: The T.38 redundant packet depth. It could O
(no redundant), 1 or 2. It is recommended to set to 2.

T.38 ECM: The t.38 error correction mode. Default value is ON.

Min Jitter Buffer (msec): The minimum delay time of Jitter buffer.
Max Jitter Buffer (msec): The Maximum delay time of Jitter buffer.
Max Echo Tail Length (G.168): Enable the echo cancellation feature.
The default setting is “128ms”.

Jitter Opt. Factor: Jitter buffer dynamic factor for optimize. Please
set to 7 unless under Welltech’s instruction to change.

Impedance: selected analog phone’s impedance. (for FXS port use)
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5-3 Ring

Ring Level (10-85wall}

Figure 5-3 Ring setting

2

.

L 4

Frequency (10~70HZ): Specify the ringing frequency value
(default is 20HZ)

Ring on (0—8000ms): Specify the ringing on value (default
is 1000msec)

Ring off (0—8000ms): Specify the ringing off value (default
is 2000msec)

Ring level (10—95volt): Specify the ringing level (default is
94 volt)

40



CH6 Dialing Plan

6-1 General
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Figure 6-1 General setting

® First Digit Time Out: Specify the duration of dial waiting when the
receiver is off hook. The range is 1—60 sec.

® Inter Digit Time Out: Specify the interval of input digits, if the
interval is over the setting, the system will end the dial and send out
the DTMF. The limitation range is 1~10sec.

® End of Digit: The assigned key will be tread as end of dial.

® Retrieve Number: it will forced to get back line, if used WellGate
2424s make transfer to other devices but the devices no answer and

into voice mail,
You can press the code forced to get back line. Default is “*#".
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6-2 Dialing Rule
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Figure 6-2 Dialing Rule setting

Dialing rule is used to speed up the dialing procedure. Some user don't like to
use the end of dialing digit such as “#”, the administrator can use dialing rule
instead. The longest prefix will be matched first.

® Dialed Prefix: The prefix to be matched
® Max Digits: The digits will be received based on the Dialed Prefix.

The following is an example for dialing rule:
Mobile call is started with 09 and it is 10 digits
Long distance call is started with O and it is 10 digits
International call is started with 00 and its max digit should be less than 32
The others are local call and 8 digits
Emergency call is started with 1 and 3 digits

The Dialing rule can be set as follows:
Prefix, max digits
09, 10
o, 10
00, 15
1,3

Co~NoUurWN
00 00 00 00 00 0 0 0
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6-3 Digit Manipulation

The Digit Manipulation will be processed based on prefix and DM group after
the DNIS is determined.
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Figure 6-3 Digit Manipulation setting

® DM Group: Different DM group have different case to be used.
€ FXS: This DM group is used for FXS dialing out.
4 VOIP: This DM group is used for VOIP incoming call. After the
DNIS is collected in 2 stage dialing or 1 stage dialing DNIS, this
DM group will be processed before enter the routing procedure.
4 1-4: These DM groups are used for backup routing purpose.
When a backup routing is used, the administrator can select a
DM group to be processed before start the backup route.
® Matched Prefix: The prefix to be matched for DM. The longest prefix
will be matched first.
® Matched Length: Set to O for ignoring the length. The other 1-32 are
the length to be matched as a condition.
® Start Pos: The start position to be replaced.
® Stop Pos: The stop position to be replaced.
® Replace Value: The value to replace.

Example of Digit Manipulation Settings:

Prefix Len | Start | Stop | Replace Test DNIS Result DNIS
Pos Pos Value

886 0 0 0 002 8862123456 0028862123456

886 12 0 0 002 8862123456 8862123456

886 0 2 5 002 8862123456 8800223456

886 0 30 30 002 8862123456 8862123456002

886 0 1 6 8862123456 83456
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6-4 Phone Book

Phone Book is used for peer to peer call.
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Figure 6-4 Phone Book setting

® Name: This field supports called number only. If you enter words or
text here, it will routes to proxy server automatically.

® Tel No: Enter called number and IP address. Please follow this sample of
picture, as the format of “number@uri:port”. (default port is 5060)

® Export: To backup the phone book records.

® Import: To reload setting of phone book.
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CH7 FXS Setting

The FXS line setting includes each line number and SIP proxy settings.
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Figure 7-0 FXS setting

Line ID: FXS line (T1 to T24)

State: The line is active or not

TEL No: The telephone number

Hotline TEL: If hot line is set, this field shows the hot line number.
Export: backup all lines setting.

Import: reload all line setting.
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7-1 FXS line
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Figure 7-1 FXS setting

® User ID: FXS Line number (T1 to T24)

® User Type: The line type, FXO or FXS

® Line State: Set to active if you would like to use this line. Otherwise,
set to Inactive.

® Forward reason:
€ Unconditional forward: forward the call all the time
4 Busy forward: Forward the call when phone is busy.
€ No answer forward: forward the call when the call does not

answered after no answer timeout.
4 Forward TEL: The forward telephone number for the selected
reason

® No answer timeout: sec The no answer timeout will be used (default
is 120 sec)

® Call waiting: Enable call waiting or not. When disable call waiting
features, the second incoming call will be rejected.

® Reject Anonymous Call: Reject the anonymous incoming call or not

® Hot line: Enable to disable hot line feature

® Hot line TEL: The number to be dialed automatically after the user
pickup the phone.

® Polarity Reversal generation: Enable Polarity Reversal for FXS as
billing signal or not. When a FXS calls to VOIP and answered by the
VOIP, WellGate 2424s will generate reverse signal to FXS as a billing
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start. When VOIP side disconnect first, WellGate 2424s will reverse

back as a billing stop signal.
Current Drop generation: Enable current drop (0O voltage) when
VOIP is disconnected or not.
Input(Encode)Gain: Adjust the volume from FXS to VOIP (default is
0 db)
Output(Decode)Gain: Adjust the volume from VOIP to FXS (default
is O db)
FAX Relay: Enable T.38 Fax Relay or not
Voice mail subscription: enable voice mail subscription (MWI) or
not.
Caller 1D mode:

* Inhibit: don’'t send caller ID to analog phone.

€ Transparent: send caller ID to analog phone.
SIP caller ID mode:

4 Inhibit: don’t send caller ID to VOIP SIP

€ Transparent: send caller ID to VOIP SIP
Register Type:

€ Register: register to proxy. If it is not registered to SIP proxy,
the FXS line still can use SIP trunk for VOIP call.

L 2 Predefine: When it is set to predefine, WellGate 2424s will
not send register message out.

* Internal: When it is set to internal, WellGate 2424s does not
send register message out, the FXS line still can use SIP trunk
for VOIP call or call locally.

TEL No: The registrar telephone number

User ID: The SIP user ID for register and call making

User Password: The SIP password for register and call making
Display Name: The SIP display name
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7-2 SIP Proxy

The SIP proxy server defined here is dedicated used for FXS lines.

Device Setting @
nAT Sating Primary Pruwy Server 10.1.0.2
voIP setung (B Primary Proxy Sarver Parts 5080

voir advance @ Guthound Proxy Servar:

Dutbound Proxy Server Port: 5060
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=]

Keep Alive Time {sac]s
SIP Trink ()

secondary Proxy: D Enable ) Disable
Secondary Proxy Server:

Bevendary Prosy Server Pucls 5060

Sarandary Outhaund Prawy Semer

Sracondary Outbound Proxy Server Port:

Mognter Expires: 120

Secendary Proxy Server Keep Alive! i Enable (%) Disatie

Kaep Alive Time (sec)

J
Figure 7-2 FXS setting

® Domain: The SIP domain for register or call making

® Primary proxy server: Primary SIP registrar server address

® Primary proxy server port: Primary SIP registrar server port
number

® Outbound Proxy server: Primary outbound proxy server address

® Outbound Proxy server port: Primary outbound proxy server port
number

® Primary Proxy server keep Alive: using through NAT and keep the
port.

® Keep Alive Time (sec): Specify of times send sip register message to
proxy server.

® Secondary Proxy: Enable secondary proxy or not. When enable it,
the primary and secondary proxy will be registered at the same time.

® Secondary proxy server: Secondary SIP registrar server address

® Secondary proxy port: Secondary SIP registrar server port number

® Secondary outbound Proxy server: Secondary outbound proxy
server address

® Secondary outbound Proxy server port: Secondary outbound
proxy server port number

® Register Expire: SIP register time to live

® Primary Proxy server keeps Alive: using through NAT and keep the
port.

® Keep Alive Time (sec): Specify of times send sip register message to
proxy server.
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7-3 Caller ID

The call ID stand for the phone

; 5 Lina 518 bre hrors
Device Setting @) il ey [ECCHTNER o

Callor 10 Moda: oTMF -

AT Setting ()
Pudarily Reverse Belere Caller 10 1 Oves Eine
voIP setting @

n Dual Tans Retars Calier 10 1

voir advance & [ [RREG—G— Before First Ring.
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SIP Trunk (£

Route Flan (F

Figure 7-3 Caller ID setting

® Caller ID Mode: Caller ID mode to be used for phone (FSK
Bellcore/FSK ETSI/DTMF)

® Polarity Reverse before caller ID: start polarity reverse before
send the caller ID

® Dual tone before caller I1D: Send dual tone before caller ID (for FSK
ETSI use only)

® Caller ID present: The timing to send the caller ID
(Before first ring/after first ring/after first short ring)

® DTMF caller ID start digit: specify the DTMF caller ID start digit
(default is D, the range is A to D and #)

® DTMF caller ID stop digit: specify the DTMF caller ID start digit
(default is C, the range is A to D and #)
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7-4 Others

Flash time and current drop generation time
S—" FXE Line 510 Prawy coerro TN

Hin Flash Time(0-~A08msec): 400

NAT Setting B
Hax Flash Time(30~300muecl: 800
VOIP Setting (&)

| Current Drop Timelmaech 300
VOIP Advance @

Daling Plan (£
=]

s Trunk (5

Route Flan 5

Figure 7-4 Others setting

® Min flash time(80—~800msec): Specify the value of the flash (low),
If the phone-set’s flash time is smaller than the Flash Low setting, the
flash will be ignored.

® MAX flash time (80—800msec): Specify the value of the flash
(high), if the phone-set’s flash time is larger than the Flash high
setting, the flash will be handled as hang-up.

® Current Drop Times (msec): Specify the value of the current drop
times (generate — for FXS / detect — for FXO).
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CHS8 SIP Trunk

The administrator needs to set the SIP trunk for VOIP outgoing call
and incoming call. There are up to 16 SIP trunk can be used for whole
system.

Device Setting @
HAT Setting @
ot setting @
T ET8 TR rotst secord: 1 futsl Pagei 1 page

woIp Advance @ 1|
Dialing Plan &
F¥S Setting
E

Maute Flan

Snatus ‘:I

Hbtoianance @1

Figure 8-0 SIP Trunk setting

Trunk ID: SIP trunk ID 1 to 16

Register Type: Register type is predefine or register

TEL No: The Tel no for the SIP account

Proxy Server: The SIP proxy server

Proxy Server port: The SIP proxy server port

Outbound Proxy: The SIP outbound proxy sever

Outbound Server Port: The SIP outbound proxy server port
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8-1 Create SIP Trunk
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Figure 8-1 SIP Trunk page

Trunk ID: SIP trunk ID 1-16

Register Type: Whether this account need register or not

€ Register: When it is set to register, WellGate 2424s will send
REGISTER message to SIP proxy server for registration.

L 2 Predefine: When it is set to predefine, WellGate 2424s will NOT
send REGISTER message out.

Domain: The SIP domain for register or call making

Proxy Server: SIP registrar server address

Proxy Server Port: SIP registrar server port number

Outbound Proxy Server: outbound proxy server address

Outbound Proxy server port: outbound proxy server port number

Register Expires: the default register expires for negotiation

TEL No: The registrar telephone number

User ID: The SIP user ID for register and call making

User Password: The SIP password for register and call making

Display Name: The SIP display name

Reject Anonymous Call: Reject the anonymous call

Outgoing Caller ID: The outgoing SIP caller ID mode.

4 Display Name: The display name will be set according to the

following type.

None: No display name will be used

SIP display name: The display name will be the Display Name

set in this SIP trunk.

SIP user ID: If the SIP user ID is set, the SIP user ID set in this

SIP trunk will be used and the domain/SIP proxy will be the host
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part. The SIP FROM header’s URL will be the
SIP_User_ID@Domain or SIP_User_ID@SIP_Proxy_Server.

® Keep Alive: Enable or Disable it.
® Keep Alive Time (sec): Specify of times send sip register message to
proxy server.

Note: please don’t delete sip trunk, even it is unless at all, because it have to
be used with Route plan.
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CH9 Route Plan

The core of WellGate 2424s is the routing policy. The policy is based on
incoming call type/target, length and prefix to determinate the
outgoing call process. For VOIP incoming call, it can send to FXS
interface and vice versa.

For FXS interface, it could be routed to VOIP and vice versa. You can ignore the
routing plan if you don’t need it for FXS interface.

Device Sclting () ESEEETETN

MAT Setting &) g
Trunk 1,2,3.4,5,6,7.8,8,10,11.12.12, 14, 15,16

£ »/ voIP Default Route

ot I;?] 4w FXE Dafault Rouks T L24567 09101 L1 11415161 1R 1R20.21.22.20.24 o vore

VOIP Advance (5 E BTN total Revordi 2 Tutal Pagei 1 sage I
Uialing Plan @)
FXS Setting ()

SIP Trunk (5

Figure 9-0 Route Plan page

Incoming Call Type: Incoming call type (VOIP or FXS)

Matched Prefix: matched DNIS (called number) prefix

Matched Incoming List: matched DNIS incoming interface target
Matched Length: matched DNIS (called number) length
Outgoing Type: The outgoing call type (FXS or VOIP)

Export: backup route plan setting.

Import: reload route plan setting.
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9-1 Create Route Plan

Click Route Plan and Click new to create a new routing policy.

Craate Rauts Plan

Drvice Setting (@
Incaning Call Typs : VOIF
MAT Setting ()
2 Matihud Prefin o
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# 07, [TILT %) oa.

15| TELIS % 15
33, | TELZY W) 24, [ TELZA
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[ 2ot | Carcel [ 8aci]
Figure 9-1 Route Plan setting

® Incoming Call Type: Incoming call type
o VOIP: The incoming SIP call type
) FXS: The FXS extensions incoming call type
® Matched Prefix: matched DNIS (called number) prefix
® Matched Incoming List: matched DNIS incoming interface target

) For VOIP incoming call type, the incoming target will be
the SIP trunk ID. Only the call from the selected SIP
Trunk will be accepted for this route.

) For FXS incoming call type, the incoming target will be
the line ID (T1 to T24). Only the call is coming from the
selected line will be accepted for this route.

® Matched Length: matched DNIS (called number) length. For ignoring
the length, please set to O.

® No Answer Timeout: How long the hunting will continue to next
when the called target doesn’t answer.

Create Route Plan>Primary Route

® Outgoing Type: Outgoing call type (FXS or VOIP)
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Hunting Type: The hunting method will be used for this route.
) Priority Ring: The call will be hunted based on the
routing list order one by one.
) Cyclic Ring: The call will be hunted based on the cyclic
basis. This is the recommended method.
Routing List:
) The routing target list will be used for this route.
DM Group: Select DM group 1 to 4 in case it requires a DM (for
example remove the prefix) before to make the call.

Create Route Plan>=Backup Route

Backup Route Active: Active the backup route or not.

Outgoing Type: The backup route outgoing call type.

Hunting Type: The hunting method will be used for this route. Please
refer to the Primary Route.

Routing List: The backup routing target list will be used for this route.
Route DM Group: Select DM group 1 to 4 in case the backup required
the DM before to make the call. The DNIS is unchanged by the primary
route DM and same as the DNIS before routing. For example, the DNIS
is 886282265699 and primary DM group remove 886 and use it (DNIS
= 282265699) to make call. When backup route is started, the DNIS is
still unchanged as 886282265699. This makes the DM easy to predict
and implement.

2 special default route, “VOIP Default Route” and “FXS default Route”,
are used as the default routing when there is no any other routing are
matched. It is not recommended to disable these 2 default route. The FXS
default route is used when a FXS outgoing call’'s default routing. VOIP
default route is used for a VOIP incoming call’s default routing.

56



CH10 Status

WellGate 2424s provides the system status here.
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Figure 10-0 Device Status

10-1 Device States

See the figure 10-0 Device Status

Model: The model number

MAC-Address: The MAC address of WellGate 2424s
Network Type: The Network Interface Type Settings
IP-Address: IP address is using

IPV6 IP-address: display IPV6 address

Firmware: The firmware version and release information
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10-2 Line States

This page shows the each line’s current status.
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Figure 10-2 Line Status

Line: L1 to L24

Account: display each line number

Registered: display each line register status.

Call State: The line status for this line

Refresh Interval (second): The time to refresh the status
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10-3 SIP Trunk States

S1P Trunk @
Route Plas (&

Haintenancn 5

Figure 10-3 SIP Trunk Status

® Account: SIP trunk account

® Registered: The SIP trunk register status

® Concurrent Call: The concurrent calls are used for this SIP trunk
® Refresh Interval (second): The time to refresh the status
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CH11 Maintenance

WellGate 2424s can be managed by this management page for upgrading
firmware or reset.
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Figure 11-0 Maintenance

Backup: Backup the system settings for restoring purpose
Restore: Restoring the backup setting back to WellGate 2424s
Reset to Default: Reset system setting to factory default
Quick-Reset: Warm Reset without reboot WellGate 2424s
Reboot: reboot WellGate 2424s

11-1 Firmware Update

This maintenance page provides the firmware upgrade features.

aicn Setting @

AT Setting @
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Figure 11-1 firmware update

® Firmware Update: Upgrade the new firmware through web page
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Appendix A--- System Recovery

WellGate 2424s use dual firmware image to ensure the system stabilities. In most of
case, you will not encounter the system failed to boot issue. Normally, the user should
able to use Web page to login and upgrade the firmware through it. If you are not able
to do it, please following the following steps for recovery.

1.

Start the Welltech 2424s and to check the STATUS led is up or not. If STATUS led is
ON, please press the reset button for 5 seconds to reset to default. After all LED are
light up, the system is back to factory settings.
Change your PC IP address to 192.168.123.1
Connect your PC to LAN port and use http://192.168.123.123 to upgrade the
firmware
If you cannot login to the web page through 192.168.123.123. Open a command
line windows and type “telnet 192.168.123.123".
You also can to use RS-232 console port, the baud rate is 115200, data bits is 8,
parity set to none, stop bits set to 1, flow control set none.
If you can see the following go to next step. Otherwise, please contact Welltech FAE
for RMA.
Prepare a TFTP server for firmware download as follows
- download tftp server
http://www.welltech.com/support/voip/TETP/TETP_Server.zip
or
http://tftpd32.jounin.net/tftpd32_download.html

- start tftp server
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http://www.welltech.com/support/voip/TFTP/TFTP_Server.zip

Cuent Directory | D:viwelltechs TFTPATFTR_284 ~| _ Browse
Server interfaces |15|2_1 31271 ;I Showw Diir
Titp Server | Titp Client I Syslog server I
1| 1] [ b
Clear I Copy | Current Action Ingd.E.DEf.bim: zent 4850 blks,
About | S ettingz | Help

- download the firmware into tftp data directory
6. In the telnet terminal or console port, do the following command

- 1. input login and password

2. input __dmctw

3. cd /config_fs
- 4. rm -f wg24*.bin

5. tftp —g —r wg24.2.03f.bin 192.168.123.1 (see figure update firmware by
tftp)
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t—in =hell faszh?

2,03F,bin 192

Current Directory | D:vw/elitechsTFTPATFTP_284 > Browse

Server interfaces |-| 92 168.123.1 j Show Dir

Titp Server l Tttp Client ] Syslog zerver ]

Read request for file <wg2d. 2 .03 bin: . Mode octet [19/12 11:20:04.735]
IJzing lozal port 51837 [13472 11:20:04. 736]

¥ wg24.2.03f bin to 192168123 (IES

.

File size : 2482772
754176 Bytes zent 44363 Butes/sec

Clear | Copy | Current Action |zing local part 51837

Ahout S ettingz

Figure - update firmware by tftp
6. copy firmware successfully
7. Check whether the system was recovered or not
- 1. Enter “Is” of command

- 2. Check firmware name. (see Figure — update firmware successfully)
- 3. Reboot it.
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Built-in shell
built—in commands,

Join 150

Figure — update firmware successfully
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Appendix B --- HTTP auto provisioning

Get the http provisioning packet from Welltech and start the provisioning as
follows:
Step 1: build mac list for mass configuration file generation

Please open the “wg2424s MAC.csv gotten from Welltecg by using Microsoft
Excel. You can refer the picture below. Normally, you should get all required
configuration mac list from Welltech and use it for configuration file
generation.

For FXS>

The wg2424s MAC.csv contains most frequently changed parameters as
following:

MACAddress: WellGate 2424s MAC Address

fxsl.displayname — fxs24.displayname: display name for each line
fxsl.password — fxs24.password: user password for register to SIP proxy
for each line

fxsl.telno — fxs24.telno: tel no for each line

fxsl.userid — fxs24.userid: user id for register to SIP proxy for each line

Please save and close it.

Step 2: create a template configuration file

Open the “wg2424s Parameter.txt” getting from Welltech and make the
required change. Please at least make the changes for those provisioning and
SIP proxy settings. For detail, please refer the comments of “wg2424s
Parameter.txt”.

Step 3: Make the change for wegencfg.ini as follows if necessary
# Template File
BaseFile=.\wg2424s Parameter.txt
# MAC list file
ListFile=\wg2424s MAC.csv
# 0: Off, 1: On
Encrypt=0
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Step 4: Generate the individual configuration file.
Double click the “wtgencfg.exe”, it will generate the configuration file for
each MAC list in “MAC address.cfg” as the following pictures.

B | wigencfg.exe 1.0.0 (RO91006)

LO114
Laz7a
LB271
Laz89
La3a4
LB315
Laz27
L8348
LAz48
LA355
L8364
La3??
L8454
LB66S
La7a3
LB563
LA154

hStep 5:

Notice
Info
Info
Info
Info
Info
Info
Info
Info
Info
Info
Info
Info
Info
Info
Info
Motice

<

wtgencfg.exe 1.8.8 (RB?1886> start.

Read "'.“wtgencfg.ini'.

[Systeml.

Action=

ToCaze=8.

BaseFile=.“wg2424s Parameter.txt.
LiztFile=.“wg2424z MAC.csv.

HeadTagPref ix=FmtNo=_uwtcfg_.
HeadTagSuf f ix=wg24xx.

Encrypt=6.

Default EncryptHey=soexmoe,

Read "'.“wg2424s Parameter.txt” 48834 element(sl.
Read “'.“wg2424s HAG.csu" 1863 element{s>.
Opened ".“0B0347df32a8.cfg".
oNABE347df 32a8 _cfg" finizshed 725 recordd(s>.

Total 1 fileds> generated.

Put the “*.cfg” file into http or ftp directory. Set the provisioning settings in
WellGate 2424s and reboot to test it. You can use the hfs for http file server. It
can be download from http://www.rejetto.com/hfs/.

Note: please link it to download provision file. More information please refers
“wg2424s Parameter.txt”.

http://www.welltech.com/support/voip2/S1P%20series/FXS0%20series/24x

x/provision/WG2424s_provision.zip
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http://www.welltech.com/support/voip2/SIP%20series/FXSO%20series/24xx/provision/WG2424s_provision.zip
http://www.welltech.com/support/voip2/SIP%20series/FXSO%20series/24xx/provision/WG2424s_provision.zip
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